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Use of Mobile Phones, Devices & Cameras Policy

Purpose
This policy outlines the safe and appropriate use of mobile phones, electronic devices, and cameras within Manor Farm. It aims to safeguard children and young people, protect staff, and ensure a focused learning environment.

This policy applies to all staff, visitors, children and young people while on site or participating in off-site activities organised by Manor Farm

Staff Use of Mobile Phones and Devices
Setting Devices
· Manor Farm has a dedicated mobile telephone, with the number available to parents/carers and staff to use in an emergency. Manor Farm also provides dedicated setting iPads for professional use.
· One iPad is designated for off-site activities and trips.
· All setting iPads are secured through Apple for Education with restricted access and safeguarding controls.

Personal Devices
· Staff personal mobile phones and Bluetooth-enabled devices (including smartwatches) must be kept out of sight and Bluetooth switched off during working hours.
· Personal devices must not be used in the presence of children and young people.

Permitted Use of Personal Phones
Personal mobile phones may only be used in the following circumstances:
· In an emergency or where there is a safety concern requiring contact with colleagues or emergency services.
· For essential setting communication where no alternative method of contact is available.

Outside of these circumstances, phones must be safely stored away.

Personal Calls
· Urgent personal calls may be made in the designated staff room away from children and young people.

Photography, Video and Social Media
· Photographs or videos may only be taken using setting devices.
· Images may be used for publicity or social media purposes only where prior written consent has been obtained from parents/carers.
· Personal devices must never be used to take photographs or videos of children and young people.

Intimate Care
· Prior to undertaking any intimate care, staff must hand over any personal mobile phone or camera-enabled smartwatch to another member of staff not involved in the care task.
· Staff must follow the Intimate Care Policy at all times.

Children and Young People’s Use of Mobile Phones and Devices
· Children and young people are not permitted to use mobile phones within the setting.
· Any mobile phone brought into the setting must be handed to a member of staff and stored securely in a locked drawer or box until the end of the session.
This supports learning, wellbeing, and safeguarding throughout the day.

Smart Devices and Internet-Enabled Technology
· Children and young people’s smartwatches and personal devices capable of internet access are discouraged from being brought into the setting. Where such devices are required to meet individual needs, approval will be considered by leadership on a case-by-case basis.
· Approved devices must never be connected to the internet while in the setting.
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